
 
 

         Management of EPSILON NET S.A. is committed to handle Information Security issues 
with the same responsibility and importance as it does with all the operations of its companies. 
We believe that, in this way, the benefits for our customers and employees are maximized, as 
high-quality services are provided and our competitive advantage is ensured. 

          In particular, we are committed to continuously supporting the implementation of 
Information Security Management methods to ensure the confidentiality, integrity and 
availability of the information we manage. 

          We maintain our commitment by following the principles of prevention and protection in 
accordance with the applicable National and European legislation and the broader framework 
developed by EPSILON NET Group for risk management, as well as through the disclosure of 
our actions and the continuous improvement of our performance in the areas of Information 
Security. 

          This continuous effort is effective by monitoring and applying modern technologies and 
international practices, setting targets and criteria based on which risk level assessment is 
carried out, implementing response programs, as well as informing, training and involving 
employees in Information Security Management. 

          The continuous search for tools to improve the applied methods of Information Security 
Management enables the Company to protect effectively, the information it manages. As we 
proceed with these actions, we will inform customers, employees and shareholders. 

          The Company's Management provides practical support to the Information Security and 
the Information Security Management System according to ISO 27001: 2023 and, in 
consultation with the staff, is committed to define objectives and goals which will be reviewed 
at regular intervals, so that it is always within the specifications it has set. 
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